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Tareet of Evaluation: CryptoServer CP5 Sel2 5.0.0.0, CryptoServer CP5 Se52 5.0.0.0,
& " CryptoServer CP5 Se500 5.0.0.0, CryptoServer CP5 Se1500 5.0.0.0

Certificate Identifier: CSA_CC_18001

EAL 4 augmented with
Date of Issue: Assurance Level:
18 June 2019 AVA_VAN.5
Product Developer Security Target
Utimaco IS GmbH CryptoServer — Security Target for CryptoServer Se-
Series Gen2 CP5 v1.0.0

Test Laboratory

Protection Profile Conformance

Brightsight B.V. EN 419 221-5 Protection Profiles for TSP Cryptographic Modules —
Part 5: Cryptographic Module for Trust Services; v0.15, 2016-11-29

In accordance with the terms and conditions of the Singapore Common Criteria Scheme (SCCS), this is to certify that the evaluation of the submitted Target of Evaluation and
the evidence adduced has been successfully completed by the approved test laboratory, and the security claims as specified in the Security Target have been assessed by the
accredited test laboratory to be fulfilled to the level of assurance required by the scheme. This certificate applies only to the specific version and release of the IT product in
its evaluated configuration. This certificate is not an endorsement of the IT product by SCCS, and no warranty of the IT product b&l SCCS, s either expressed or implied.
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Common Criteria Recognition Arrangement
for components up to EAL2 only
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Cyber Security Agency of Singapore (CSA)




